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Performance Measure Alignment

Appendix G
	IT Objectives
	Outcome
	Strategic Performance Measures
	Enterprise Initiatives Aligned with Objectives
	Initiative Project Goals
	Performance Measures for IT Initiatives

	Goal 1:  Provide a secure and trusted IT environment

	1.1

Enhance confidentiality, integrity, and availability of IT resources.
	Improved security and functionality of IT resources.
	· Frequency that vulnerabilities impair the confidentiality, integrity, or availability of IT resources.

· Percentage of vulnerabilities that impair the confidentiality, integrity, or availability of IT resources that occur more than once.
	· Departmental IT Security Program
	· Develop and implement a metrics program to measure confidentiality, integrity, and availability of It resources throughout the Department.

· Update the IT security policy and implementation guidelines so that the IT security program is compliant with NIST standards and all applicable federal requirements.
	· Number of performance measures established to measure confidentiality, integrity, and availability of IT resources.

· Percentage of OPDIVs that responded to performance measures established to measure confidentiality, integrity, and availability.

· Complete the update of IT security policies and implementation guidance IG and OMB concurrence that the IT security policy and implementation guidance are compliant with NIST standards and all applicable federal requirements.

	
	
	
	· Critical Infrastructure Protection
	· All CIP assets are reviewed to promote the confidentiality, integrity, and availability of CIP assets. 

· Revalidate Project Matrix Phase 1 Critical Asset Identification findings.

· Initiate Project Matrix Phase 2 Interdependency Analysis.
	· Revised CIP Plan that reflects full array of security requirements.

· Revalidated Project Matrix Phase I Critical Asset Identification Report.

· Complete Interdependency Reports on a minimum of two critical assets.

	
	
	
	· Managed Security Services
	· Establish an incident response program which helps prevent, detect, and manage information security incidents for HHS.

· Provide a standardized process for identifying network vulnerabilities.

· Implement a standardized process for responding to information security incidents in a timely manner.
	· Percentage of sites required to deploy network IDS systems that have been installed and deployed. 

· Number of advisories and alerts issued by the HHS incident response center.

· Percentage of incidents detected by the HHS incident response center.

· Average amount of time it takes to complete incident response process for a potential or actual incident.

· All OPDIVs submit incident response information to the incident response center.

	
	
	
	· Enterprise IT Security
	· Improve the reliability and availability of critical IT services.

· Protect the integrity, confidentiality and availability of critical and sensitive information and HHS assets.

· Enhance computer security awareness department-wide.

· Implement a cohesive enterprise-wide approach to corrective action plans and processes in response to Federal auditing requirements.
	· Percentage continuous reliability and number of hours of unscheduled outage a year.

· Number of losses, unauthorized alterations or unauthorized access to critical or sensitive HHS systems, data or information.

· Percentage compliance HHS-wide.

· Percentage decrease of audit findings and open issues HHS-wide.

	
	
	
	· Public Key Infrastructure
	· Build the enterprise-wide infrastructure needed to issue digital certificates to HHS entities (i.e., staff, applications, and devices).

· Implement a Certificate Acceptance Infrastructure (CAI) to validate certificates received by HHS and to provide interoperability with the E-Authentication gateway and Federal Bridge Certificate Authority (FBCA).

· Acquire an enterprise-wide PKI Enabling (PKE) tool kit to support the integration of digital signatures into HHS business processes.

· Sponsor a set of PKI demonstration projects to showcase the use of PKI technologies and to serve as a best practices template for subsequent PKI-enabled business processes across HHS.
	· Deploy CAI, PKE, Border Directory, Archive System by FY 2003.

· Deploy CA, RA System, and cross-certify with FBCA by FY 2004.

· Offer initial training to RA, staff, PKE developers and Help Desk by July 2004, and complete demonstration projects by February 2004.

· Number of digital certificates issued.

· User and customer satisfaction index.

	
	
	
	· E-Government
	· Service to individuals (Government to Citizen, G2C):  Deploy easy to find one-stop shops for citizens, including single points of easy entry to access high quality government services.

· Service to businesses (Government to Business, G2B):  Reduce burden on businesses by using Internet protocols and consolidating the myriad of redundant reporting requirements.  

· Intergovernmental affairs (Government to Government, G2G):  Make it easier for states to meet reporting requirements, while enabling better performance measurement and results, especially for grants.

· Internal efficiency and effectiveness (IEE):  Improve the performance and reduce costs of Federal government administration by using e-business best practices in areas such as supply chain management, financial management, and knowledge management.
	· The Project Manager, in collaboration with the project stakeholders, is responsible for identifying the performance measures and performing the performance measurements.  As a result, performance measures for each initiative are specified in each respective action plan.

	1.2

Protect IT assets and resources from unauthorized access or misuse.
	Information critical to fulfilling the mission of the Agency is not compromised.


	· Percentage of systems in adherence with FISMA standards.

· Number of cyber security incidents.

· Number of cyber security incidents involving critical assets.
	· Departmental IT Security Program
	· Complete C&A for all IT assets.

· Update IT security policy and implementation guidelines.

· Ensure OPDIVs implement updated IT security policy and implementation guidelines.


	· Percentage of IT assets that have received full accreditation.

· Complete the update of IT security policies and implementation guidance.

· Percentage of OPDIVs who receive compliance reviews that indicate they are in compliance with the IT security policy and implementation guidelines.

	
	
	
	· Critical Infrastructure Protection
	· Complete C&A for all IT CIP assets.
	· Percentage of CIP assets that have received full accreditation.

· Percentage of CIP assets that only have an interim authority to operate.



	
	
	
	· Managed Security Services
	· Establish an incident response program which helps prevent, detect, and manage information security incidents for HHS.

· Provide a standardized process for identifying network vulnerabilities.

· Implement a standardized process for responding to information security incidents in a timely manner.
	· Percentage of sites required to deploy network IDS systems that have been installed and deployed. 

· Number of advisories and alerts issued by the HHS incident response center.

· Number of incidents detected by the HHS incident response center.

· Amount of time it takes for incident response personnel to begin mitigation and/or response of a potential or actual incident.

· Average amount of time it takes to complete incident response process for a potential or actual incident.

	
	
	
	· Enterprise IT Security
	· Improve the reliability and availability of critical IT services.

· Protect the integrity, confidentiality and availability of critical and sensitive information and HHS assets.

· Enhance computer security awareness department-wide.

· Implement a cohesive enterprise-wide approach to corrective action plans and processes in response to Federal auditing requirements.
	· Percentage continuous reliability and number of hours of unscheduled outage a year.

· Number of losses, unauthorized alterations or unauthorized access to critical or sensitive HHS systems, data or information.

· Percentage compliance HHS-wide.

· Percentage decrease of audit findings and open issues HHS-wide.

	
	
	
	· Public Key Infrastructure
	· Build the enterprise-wide infrastructure needed to issue digital certificates to HHS entities (i.e., staff, applications, and devices).

· Implement a Certificate Acceptance Infrastructure (CAI) to validate certificates received by HHS and to provide interoperability with the E-Authentication gateway and Federal Bridge Certificate Authority (FBCA).

· Acquire an enterprise-wide PKI Enabling (PKE) tool kit to support the integration of digital signatures into HHS business processes.

· Sponsor a set of PKI demonstration projects to showcase the use of PKI technologies and to serve as a best practices template for subsequent PKI-enabled business processes across HHS.
	· Deploy CAI, PKE, Border Directory, Archive System by FY 2003.

· Deploy CA, RA System, and cross-certify with FBCA by FY 2004.

· Offer initial training to RA, staff, PKE developers and Help Desk by July 2004, and complete demonstration projects by February 2004.

· Number of digital certificates issued.

· User and customer satisfaction index.

	
	
	
	· E-Government
	· Service to individuals (Government to Citizen, G2C):  Deploy easy to find one-stop shops for citizens, including single points of easy entry to access high quality government services.

· Service to businesses (Government to Business, G2B):  Reduce burden on businesses by using Internet protocols and consolidating the myriad of redundant reporting requirements.  

· Intergovernmental affairs (Government to Government, G2G):  Make it easier for states to meet reporting requirements, while enabling better performance measurement and results, especially for grants.

· Internal efficiency and effectiveness (IEE):  Improve the performance and reduce costs of Federal government administration by using e-business best practices in areas such as supply chain management, financial management, and knowledge management.
	· The Project Manager, in collaboration with the project stakeholders, is responsible for identifying the performance measures and performing the performance measurements.  As a result, performance measures for each initiative are specified in each respective action plan.

	1.3

Enhance security awareness department-wide.
	All OPDIVs have increased awareness of the Department’s IT security requirements.
	· All HHS employees and contractors receive at least annual security awareness and training.
	· Departmental IT Security Program
	· Foster OPDIV participation in the policy revision process.

· Provide all HHS employees and contractors with annual security awareness programs.

· Provide all HHS employees with security responsibilities with security related training opportunities. 
	· Number of OPDIVs who were subject to a compliance review that received both a briefing and a written report of their security posture.

· Percentage of OPDIVs who provided feedback on the Department revision of the IT Security Policy, Handbook, and Guides. 

· Percentage of HHS employees who participated in the annual security awareness program.

· Percentage of HHS employees with security responsibilities who took security related training annually.

	
	
	
	· Enterprise IT Security
	· Provide OPDIVs with support to increase protection of IT resources from unauthorized access or misuse.

· Implement corrective action plans based on timelines reported in the POA&M.
	· Number of incidents reported across OPDIVs of directly relating to compromise of IT resources due to unauthorized access.

· Percentage decrease of audit findings and open issues HHS-wide.

· Number of corrective actions implemented on time or ahead of schedule.

	1.4

Ensure that IT security is incorporated into the lifecycle of every IT investment.
	Protection of IT resources across all IT investments.
	· Percentage of IT investments that meet HHS expectations of security integrated into the lifecycle.

· Percentage of IT capital plans submitted to OMB that were rejected due to lack of security incorporated into the lifecycle.
	· Departmental IT Security Program
	· Maintain current IT capital plans for all IT investments.

· Each IT investment has a documented plan for addressing security at each stage in the investment’s lifecycle.
	· Average frequency capital plans for IT investments are updated.

· Number of IT investments that have a documented plan for addressing security by lifecycle phase.

· Number of IT investments where the money spent for security is commensurate or exceeds that planned for the IT investment.

	
	
	· 
	· Enterprise IT Security
	· Improve the reliability and availability of critical IT services.

· Protect the integrity, confidentiality and availability of critical and sensitive information and HHS assets.

· Enhance computer security awareness department-wide.

· Implement a cohesive enterprise-wide approach to corrective action plans and processes in response to Federal auditing requirements.
	· Percentage continuous reliability and number of hours of unscheduled outage a year.

· Number of losses, unauthorized alterations or unauthorized access to critical or sensitive HHS systems, data or information.

· Percentage compliance HHS-wide.

· Percentage decrease of audit findings and open issues HHS-wide.

	
	
	· 
	· Critical Infrastructure Protection
	· Each IT CIP investment has a documented plan for addressing security at each stage in the investment’s lifecycle.
	· Number of IT CIP assets with a plan for addressing security.

· Number of IT CIP assets with a plan that details the approach for addressing security through each phase of the asset’s lifecycle.

	
	
	
	· Capital Planning and Investment Control
	· Promote organizational awareness of IT Capital Planning activities and processes.

· Develop and implement the Department’s IT Capital Planning Process.

· Ensure the integration of IT capital planning with strategic planning, enterprise architecture, budgeting, and procurement.

· Develop and implement an IT Portfolio Management Methodology.
	· Percentage of Senior Managers, Project Managers, and pertinent staff have completed training in the HHS CPIC Process.

· Percentage of project managers and staff trained in business case development and Earned Value Management.

· Number of OPDIVs that have documented CPIC processes that are in concert with HHS.

· Attain Level III of GAO’s ITIM Process Maturity Framework by FY 2007.

· Percentage of revised enterprise-wide initiatives undergoing the refined IT CPIC Select Phase.

· Percentage of revised enterprise-wide initiatives undergoing the refined IT CPIC Control Review Process.

· Number of Enterprise-wide Post Implementation Reviews conducted.

· Percentage of initiatives reviewed by the OPDIVS and report outcomes of each review to OS.

· Percent of identified users trained in the portfolio management tool that is being used by HHS.

	Goal 2:  Enhance the quality, availability, and delivery of HHS information and services to citizens, employees, businesses, and government

	2.1

Provide an intuitive one-stop solution to quickly and reliably deliver information for public access.
	Enhance the exchange of information with external customers and stakeholders.
	Number of unique hits.

Percentage of content accessible from central access point.

Percentage of customers and stakeholders satisfied with solution.
	· E-Government
	· Service to individuals (Government to Citizen, G2C):  Deploy easy to find one-stop shops for citizens, including single points of easy entry to access high quality government services.

· Service to businesses (Government to Business, G2B):  Reduce burden on businesses by using Internet protocols and consolidating the myriad of redundant reporting requirements.  

· Intergovernmental affairs (Government to Government, G2G):  Make it easier for states to meet reporting requirements, while enabling better performance measurement and results, especially for grants.

· Internal efficiency and effectiveness (IEE):  Improve the performance and reduce costs of Federal government administration by using e-business best practices in areas such as supply chain management, financial management, and knowledge management.
	· The Project Manager, in collaboration with the project stakeholders, is responsible for identifying the performance measures and performing the performance measurements.  As a result, performance measures for each initiative are specified in each respective action plan.

	
	
	
	· Web Portal
	· Improve service to the Public by making information more accessible, navigable and understandable to our stakeholders.

· Improve internal service by expanding the availability and organization of Departmental information, and increase organizational learning and productivity.
	· HHS Web Portal content is delivered to the right audience at the right time with a 90% confidence level.

· HHS Web Portal content is delivered in the right format and is usable and accessible to 100% of portal visitors.

· Zero tolerance for the mishandling or misuse of personal information or unauthorized access to web portal information, products, or services.

	2.2

Leverage web services to conduct business securely with customers and stakeholders.
	Enable the conduct of business transactions electronically. 


	· Percentage increase in the number of transactions conducted via the web.
	· Public Key Infrastructure
	· Build the enterprise-wide infrastructure needed to issue digital certificates to HHS entities (i.e., staff, applications, and devices).

· Implement a Certificate Acceptance Infrastructure (CAI) to validate certificates received by HHS and to provide interoperability with the E-Authentication gateway and Federal Bridge Certificate Authority (FBCA).

· Acquire an enterprise-wide PKI Enabling (PKE) tool kit to support the integration of digital signatures into HHS business processes.

· Sponsor a set of PKI demonstration projects to showcase the use of PKI technologies and to serve as a best practices template for subsequent PKI-enabled business processes across HHS.
	· Deploy CAI, PKE, Border Directory, Archive System by FY 2003.

· Deploy CA, RA System, and cross-certify with FBCA by FY 2004.

· Offer initial training to RA, staff, PKE developers and Help Desk by July 2004, and complete demonstration projects by February 2004.

· Number of digital certificates issued.

· User and customer satisfaction index.

	
	
	
	· E-Government
	· Service to individuals (Government to Citizen, G2C):  Deploy easy to find one-stop shops for citizens, including single points of easy entry to access high quality government services.

· Service to businesses (Government to Business, G2B):  Reduce burden on businesses by using Internet protocols and consolidating the myriad of redundant reporting requirements.  

· Intergovernmental affairs (Government to Government, G2G):  Make it easier for states to meet reporting requirements, while enabling better performance measurement and results, especially for grants.

· Internal efficiency and effectiveness (IEE):  Improve the performance and reduce costs of Federal government administration by using e-business best practices in areas such as supply chain management, financial management, and knowledge management.
	· The Project Manager, in collaboration with the project stakeholders, is responsible for identifying the performance measures and performing the performance measurements.  As a result, performance measures for each initiative are specified in each respective action plan.

	
	
	
	· Web Portal
	· Improve Service to the Public by making information more accessible, navigable and understandable to our stakeholders.

· Improve Internal Service by expanding the availability and organization of Departmental information, and increase organizational learning and productivity.
	· HHS Web Portal content is delivered to the right audience at the right time with a 90% confidence level.

· HHS Web Portal content is delivered in the right format and is usable and accessible to 100% of portal visitors.

· Zero tolerance for the mishandling or misuse of personal information or unauthorized access to web portal information, products, or services.

	2.3

Ensure the availability and dissemination of information in preparation of or in response to local and national emergencies or other significant business disruptions.
	Operations within the Department are not severed by local or national emergencies.
	· Average time to fix detected outages resulting from emergencies.

· Maintain percentage availability during emergencies or other disruptions.
	· Critical Infrastructure Protection
	· Improve the overall HHS information security posture.

· Modernize security policy and implementation guidelines.
	· Current is significantly streamlined, required data is captured, stored and easily retrieved.

· Department Self-Assessment reflects increased adherence to information security policies and procedures. 

· HHS information security policies and procedures comply with all binding Federal laws and required regulations and standards, to include FISMA and applicable NIST standards.

· HHS Information Security policies and procedures keep pace with changing technologies, threat environments, and new legislative and Federal requirements.

· Information security activity coordination between all the OPDIV and the Department is significantly improved per OPDIV feedback and surveys.  Processes are standardized across the enterprise.  Information Security is readily available.

· Evaluation forms are completed to reflect new Department of Homeland Security guidance and critical asset list is updated and accurate.

· Each nationally critical function and service will have a formal dependency analysis report and topology reflecting the interdependency of the Department’s critical assets.

	
	
	
	· E-Government
	· Service to individuals (Government to Citizen, G2C):  Deploy easy to find one-stop shops for citizens, including single points of easy entry to access high quality government services.

· Service to businesses (Government to Business, G2B):  Reduce burden on businesses by using Internet protocols and consolidating the myriad of redundant reporting requirements.  

· Intergovernmental affairs (Government to Government, G2G):  Make it easier for states to meet reporting requirements, while enabling better performance measurement and results, especially for grants.

· Internal efficiency and effectiveness (IEE):  Improve the performance and reduce costs of Federal government administration by using e-business best practices in areas such as supply chain management, financial management, and knowledge management.
	· The Project Manager, in collaboration with the project stakeholders, is responsible for identifying the performance measures and performing the performance measurements.  As a result, performance measures for each initiative are specified in each respective action plan.

	
	
	
	· Web Portal
	· Improve Service to the Public by making information more accessible, navigable and understandable to our stakeholders..

· Improve Internal Service by expanding the availability and organization of Departmental information, and increase organizational learning and productivity.
	· HHS Web Portal content is delivered to the right audience at the right time with a 90% confidence level.

· HHS Web Portal content is delivered in the right format and is usable and accessible to 100% of portal visitors.

· Zero tolerance for the mishandling or misuse of personal information or unauthorized access to web portal information, products, or services.

	2.4

Provide technologies enabling HHS employees to work collaboratively and share knowledge.
	Enhance the exchange and utilization of information amongst employees to improve productivity.
	· Number of enterprise IT mechanisms enabling collaboration and knowledge-sharing.

· Percentage of employees satisfied with availability of collaboration and knowledge-sharing tools and mechanisms.
	· Enterprise E-Mail Strategy
	· Cost reduction of providing E-mail service to over 65,000 HHS employees, contractors, and other users.

· Providing consistent functionality for all HHS E-mail users.

· Developing the most efficient E-mail operation possible for HHS E-mail users.

· Provide all HHS E-mail users a consistent E-mail address scheme.

· Provide the ability to schedule people and resources across HHS.
	· Operational cost reduction achieved.

· Percentage of HHS users successfully transitioned to unified e-mail solution.

· Percentage of HHS users with consistent e-mail address scheme.

· Number and percentage of users provided consistent functionality.

	
	
	
	· Public Key Infrastructure
	· Build the enterprise-wide infrastructure needed to issue digital certificates to HHS entities (i.e., staff, applications, and devices).

· Implement a Certificate Acceptance Infrastructure (CAI) to validate certificates received by HHS and to provide interoperability with the E-Authentication gateway and Federal Bridge Certificate Authority (FBCA).

· Acquire an enterprise-wide PKI Enabling (PKE) tool kit to support the integration of digital signatures into HHS business processes.

· Sponsor a set of PKI demonstration projects to showcase the use of PKI technologies and to serve as a best practices template for subsequent PKI-enabled business processes across HHS.
	· Deploy CAI, PKE, Border Directory, Archive System by FY 2003.

· Deploy CA, RA System, and cross-certify with FBCA by FY 2004.

· Offer initial training to RA, staff, PKE developers and Help Desk by July 2004, and complete demonstration projects by February 2004.

· Number of digital certificates issued.

· User and customer satisfaction index.

	
	
	
	· Active Directory Implementation
	· Design and build the enterprise-wide infrastructure needed to implement Active Directory as the network operating system (NOS) directory service among all HHS agencies.

· Design, implement and complete the migration of disparate, fractional and legacy agency network operating systems to the W2K AS AD NOS at a minimum, extending to the completion of migrations to the Windows Server 2003 AD platform.

· Implement AD in native mode across all agencies, while designing and configuring these systems to be in compliance with NIST Common Criteria Certification requirements for either W2K AD AS SP3 (ADv1) or for Windows Server 2003 (ADv2), whichever the case may be.
	· Complete and document progress by August 1, 2003.

· Deploy test bed MMS during FY 2003.

· Number of agencies migrated, number of HHS users included.

· Number of agencies implementing certifiable platforms with sufficient bandwidth and a secure physical topology.

	
	
	
	· E-Government
	· Service to individuals (Government to Citizen, G2C):  Deploy easy to find one-stop shops for citizens, including single points of easy entry to access high quality government services.

· Service to businesses (Government to Business, G2B):  Reduce burden on businesses by using Internet protocols and consolidating the myriad of redundant reporting requirements.  

· Intergovernmental affairs (Government to Government, G2G):  Make it easier for states to meet reporting requirements, while enabling better performance measurement and results, especially for grants.

· Internal efficiency and effectiveness (IEE):  Improve the performance and reduce costs of Federal government administration by using e-business best practices in areas such as supply chain management, financial management, and knowledge management.
	· The Project Manager, in collaboration with the project stakeholders, is responsible for identifying the performance measures and performing the performance measurements.  As a result, performance measures for each initiative are specified in each respective action plan.

	
	
	
	· Web Portal
	· Improve Service to the Public by making information more accessible, navigable and understandable to our stakeholders.

· Improve Internal Service by expanding the availability and organization of Departmental information, and increase organizational learning and productivity.
	· HHS Web Portal content is delivered to the right audience at the right time with a 90% confidence level.

· HHS Web Portal content is delivered in the right format and is usable and accessible to 100% of portal visitors.

· Zero tolerance for the mishandling or misuse of personal information or unauthorized access to web portal information, products, or services.

	Goal 3:  Implement an enterprise approach to information technology infrastructure and common administrative systems that will foster innovation and collaboration

	3.1
Establish a basis for consolidated infrastructure to achieve interoperability and communication among operating divisions.
	Improved ability for integration across OPDIVs.
	· Establish a unified, interoperable HHS wide area network.

· Achieve 100% compatibility of HHS e-mail systems.
	· Enterprise Architecture
	· Enterprise Architecture contributes to the overall improvement of HHS services to citizens.

· Enterprise Architecture facilitates progress towards the ‘One HHS’ Vision.

· Establish the HHS EA Program and Program Team.

· Develop and implement an IT Portfolio Management Methodology integrated with CPIC.
	· Number of mission initiatives included in architecture.

· Percentage population and Use of EAMS.

· Number of standards Identified for Architecture.

· Percentage of proposed initiatives implementing reusable components through architecture analysis.

· Percentage of initiatives identified through the architecture that support the ‘One HHS’ Vision.

· Percentage of mission initiatives represented in EAMS.

· Percentage of OPDIVs populating EAMS with Architecture Data.

· Percentage of initiatives which request architecture review and approval prior to requesting funding.

· Percentage of initiatives (which have requested architecture review) receiving an architecture decision prior to entry into CPIC process.

	
	
	
	· IT Consolidation
	· Establish Service Level Agreements among operating divisions to better define roles, coordination, and task area ownership.

· Improve utilization rates of IT assets such as bandwidth, disk, CPU and server capacity.

· Improve availability of systems and assets.

· Achieve enterprise-wide data and architecture standards.

· Establish performance measures and accountability systems to allow for more effective management of IT resources and initiatives.

· Achieve consistency of services across the Department.

· Achieve uniformity of operations, service and skill sets of contractors, employees as well as customers/users to accomplish standardization of data.  Manage expectations of data look, access, feel and service.
	· Return on Investment.

· Utilization rates of IT assets such as bandwidth, CPU and server capacity.

· Percentage of system downtime.

· Cycle time of average help desk requestCall. volume.

· Net reduction in number of assets dedicated to like functions.

	
	
	
	· Network Modernization
	· Develop and implement an HHS network design that is seamless, robust, secure, reliable, and inter-operative among the OPDIVs.
	· Departmental network costs, Increased network security, Increased reliability.

	
	
	
	· Public Key Infrastructure
	· Build the enterprise-wide infrastructure needed to issue digital certificates to HHS entities (i.e., staff, applications, and devices).

· Implement a Certificate Acceptance Infrastructure (CAI) to validate certificates received by HHS and to provide interoperability with the E-Authentication gateway and Federal Bridge Certificate Authority (FBCA).

· Acquire an enterprise-wide PKI Enabling (PKE) tool kit to support the integration of digital signatures into HHS business processes.

· Sponsor a set of PKI demonstration projects to showcase the use of PKI technologies and to serve as a best practices template for subsequent PKI-enabled business processes across HHS.
	· Deploy CAI, PKE, Border Directory, Archive System by FY 2003.

· Deploy CA, RA System, and cross-certify with FBCA by FY 2004.

· Offer initial training to RA, staff, PKE developers and Help Desk by July 2004, and complete demonstration projects by February 2004.

· Number of digital certificates issued.

· User and customer satisfaction index.

	
	
	
	· Active Directory Implementation
	· Design and build the enterprise-wide infrastructure needed to implement Active Directory as the network operating system (NOS) directory service among all HHS agencies.

· Design, implement and complete the migration of disparate, fractional and legacy agency network operating systems to the W2K AS AD NOS at a minimum, extending to the completion of migrations to the Windows Server 2003 AD platform.

· Implement AD in native mode across all agencies, while designing and configuring these systems to be in compliance with NIST Common Criteria Certification requirements for either W2K AD AS SP3 (ADv1) or for Windows Server 2003 (ADv2), whichever the case may be.
	· Complete and document progress by August 1, 2003.

· Deploy test bed MMS during FY 2003.

· Number of agencies migrated, number of HHS users included.

· Number of agencies implementing certifiable platforms with sufficient bandwidth and a secure physical topology.

	3.2

Improve the performance of HHS communication/network resources.
	Increased availability and dependability of HHS network.
	· Percentage achieved of HHS wide area network availability.

· Percentage reduction for Departmental network costs.
	· Enterprise E-Mail Strategy
	· Cost reduction of providing E-mail service to over 65,000 HHS employees, contractors, and other users.

· Providing consistent functionality for all HHS E-mail users.

· Developing the most efficient E-mail operation possible for HHS E-mail users.

· Provide all HHS E-mail users a consistent E-mail address scheme.

· Provide the ability to schedule people and resources across HHS.
	· Operational cost reduction achieved.

· Percentage of HHS users successfully transitioned to unified e-mail solution.

· Percentage of HHS users with consistent e-mail address scheme.

· Number and percentage of users provided consistent functionality.

	
	
	
	· Network Modernization
	· Develop and implement an HHS network design that is seamless, robust, secure, reliable, and inter-operative among the OPDIVs.
	· Departmental network costs, Increased network security, Increased reliability.

	3.3

Enable the unification and simplification of similar IT business processes and services within and across operating divisions.
	Reduced redundancy and increased customer satisfaction.
	· Number of IT call centers reduced.

· Percentage increase in customer satisfaction.

· Cost savings realized.
	· Enterprise Architecture
	· Enterprise Architecture contributes to the overall improvement of HHS services to citizens.

· Enterprise Architecture facilitates progress towards the ‘One HHS’ Vision.

· Establish the HHS EA Program and Program Team.

· Develop and implement an IT Portfolio Management Methodology integrated with CPIC.
	· Number of mission initiatives included in architecture.

· Percentage population and Use of EAMS.

· Number of standards Identified for Architecture.

· Percentage of proposed initiatives implementing reusable components through architecture analysis.

· Percentage of initiatives identified through the architecture that support the ‘One HHS’ Vision.

· Percentage of mission initiatives represented in EAMS.

· Percentage of OPDIVs populating EAMS with Architecture Data.

· Percentage of initiatives which request architecture review and approval prior to requesting funding.

· Percentage of initiatives (which have requested architecture review) receiving an architecture decision prior to entry into CPIC process.

	
	
	
	· IT Consolidation
	· Establish Service Level Agreements among operating divisions to better define roles, coordination, and task area ownership.

· Improve utilization rates of IT assets such as bandwidth, disk, CPU and server capacity.

· Improve availability of systems and assets.

· Achieve enterprise-wide data and architecture standards.

· Establish performance measures and accountability systems to allow for more effective management of IT resources and initiatives.

· Achieve consistency of services across the Department.

· Achieve uniformity of operations, service and skill sets of contractors, employees as well as customers/users to accomplish standardization of data.  Manage expectations of data look, access, feel and service.
	· Return on Investment.

· Utilization rates of IT assets such as bandwidth, CPU and server capacity.

· Percentage of system downtime.

· Cycle time of average help desk requestCall volume.

· Net reduction in number of assets dedicated to like functions.

	
	
	
	· Active Directory Implementation
	· Design and build the enterprise-wide infrastructure needed to implement Active Directory as the network operating system (NOS) directory service among all HHS agencies.

· Design, implement and complete the migration of disparate, fractional and legacy agency network operating systems to the W2K AS AD NOS at a minimum, extending to the completion of migrations to the Windows Server 2003 AD platform.

· Implement AD in native mode across all agencies, while designing and configuring these systems to be in compliance with NIST Common Criteria Certification requirements for either W2K AD AS SP3 (ADv1) or for Windows Server 2003 (ADv2), whichever the case may be.
	· Complete and document progress by August 1, 2003.

· Deploy test bed MMS during FY 2003.

· Number of agencies migrated, number of HHS users included.

· Number of agencies implementing certifiable platforms with sufficient bandwidth and a secure physical topology.

	
	
	
	· E-Government
	· Service to individuals (Government to Citizen, G2C):  Deploy easy to find one-stop shops for citizens, including single points of easy entry to access high quality government services.

· Service to businesses (Government to Business, G2B):  Reduce burden on businesses by using Internet protocols and consolidating the myriad of redundant reporting requirements.  

· Intergovernmental affairs (Government to Government, G2G):  Make it easier for states to meet reporting requirements, while enabling better performance measurement and results, especially for grants.

· Internal efficiency and effectiveness (IEE):  Improve the performance and reduce costs of Federal government administration by using e-business best practices in areas such as supply chain management, financial management, and knowledge management.
	· The Project Manager, in collaboration with the project stakeholders, is responsible for identifying the performance measures and performing the performance measurements.  As a result, performance measures for each initiative are specified in each respective action plan.

	
	
	
	· E-Grants
	· Eliminate redundant or disparate data collection requirements.

· Define and implement simplified, standard processes and data definitions.

· Protect the confidentiality, availability, and integrity of data.

· Standardize financial and progress reporting requirements.

· Achieve cost savings through consolidation.
	· Percentage of the 26 grant-making agencies whose grant opportunities can be found via the common mechanism.

· Percent of 26 grant-making agencies for which applications can be submitted via the common mechanism.

	3.4

Implement consolidated financial management and other administrative systems.
	Integration of budget and performance while furthering “One HHS.”
	· Number of financial management systems reduced.

· Number of OPDIVs that have transitioned to an enterprise financial management system.

· Number of HR systems reduced.
	· UFMS
	· Improve financial systems effectiveness and efficiency.

· Provide enhanced management empowerment.

· Increase compliance with legislative mandates and regulatory requirements.

· Improve management controls.

· Maintain “clean” audit opinions.

· Increase economics of scale.
	· Unified system with two components, one for CMS and the Medicare contractors and the other for the rest of the Operating Components.

· All systems are compliant with FFMIA.

· Audit Opinion.

	
	
	
	· E-Government
	· Service to individuals (Government to Citizen, G2C):  Deploy easy to find one-stop shops for citizens, including single points of easy entry to access high quality government services.

· Service to businesses (Government to Business, G2B):  Reduce burden on businesses by using Internet protocols and consolidating the myriad of redundant reporting requirements.  

· Intergovernmental affairs (Government to Government, G2G):  Make it easier for states to meet reporting requirements, while enabling better performance measurement and results, especially for grants.

· Internal efficiency and effectiveness (IEE):  Improve the performance and reduce costs of Federal government administration by using e-business best practices in areas such as supply chain management, financial management, and knowledge management.
	· The Project Manager, in collaboration with the project stakeholders, is responsible for identifying the performance measures and performing the performance measurements.  As a result, performance measures for each initiative are specified in each respective action plan.

	
	
	
	· E-Grants
	· Eliminate redundant or disparate data collection requirements.

· Define and implement simplified, standard processes and data definitions.

· Protect the confidentiality, availability, and integrity of data.

· Standardize financial and progress reporting requirements.

· Achieve cost savings through consolidation.
	· Percentage of the 26 grant-making agencies whose grant opportunities can be found via the common mechanism.

· Percent of 26 grant-making agencies for which applications can be submitted via the common mechanism.

	3.5

Maximize the value of technology investments through enterprise-wide procurement and licensing.
	Cost avoidance.
	· Percentage reduction of major software licensing costs.

· Percentage reduction of the number of IT procurement contracts.
	· Consolidation IT Procurement
	· Provide enterprise-wide procurement of IT.

· Identify cost avoidance that can result from enterprise-wide procurement activities.

· Further the adoption of common technical and skill standards across the Department.

· Enhance portability of data, resources and skills.

· Reprogram funds to support IT investments through the use of efficient IT expenditures.
	· Number of participating desktops and servers.

· Total cost avoidance through enterprise licensing as compared to alternative acquisition methods.

· Total administrative cost avoidance associated with reduced number of acquisitions.

· Total cost avoidance through volume purchasing of hardware.

· Zero net profit.

· Percentage increase of customer satisfaction as demonstrated through regular surveying of employees, and procurement staff.

	Goal 4:  Enable and improve the integration of health and human services information

	4.1
Provide integrated public health information services across HHS and to private industry, first responders, other healthcare providers, and the public.
	Improved integration of public health information.
	· Percentage of HHS public health systems aligned with HHS’ federal health architecture data model.

· Percentage of HHS public health systems aligned with the Federal Business Reference Model.

· Percentage of Consolidated Health Informatics (CHI) clinical health vocabulary and messaging standards portfolio adopted by HHS systems.
	· Enterprise Architecture
	· Enterprise Architecture contributes to the overall improvement of HHS services to citizens.

· Enterprise Architecture facilitates progress towards the ‘One HHS’ Vision.

· Establish the HHS EA Program and Program Team.

· Develop and implement an IT Portfolio Management Methodology integrated with CPIC.
	· Number of mission initiatives included in architecture.

· Percentage population and Use of EAMS.

· Number of standards Identified for Architecture.

· Percentage of proposed initiatives implementing reusable components through architecture analysis.

· Percentage of initiatives identified through the architecture that support the ‘One HHS’ Vision.

· Percentage of mission initiatives represented in EAMS.

· Percentage of OPDIVs populating EAMS with Architecture Data.

· Percentage of initiatives which request architecture review and approval prior to requesting funding.

· Percentage of initiatives (which have requested architecture review) receiving an architecture decision prior to entry into CPIC process.

	
	
	
	· E-Government
	· Service to individuals (Government to Citizen, G2C):  Deploy easy to find one-stop shops for citizens, including single points of easy entry to access high quality government services.

· Service to businesses (Government to Business, G2B):  Reduce burden on businesses by using Internet protocols and consolidating the myriad of redundant reporting requirements.  

· Intergovernmental affairs (Government to Government, G2G):  Make it easier for states to meet reporting requirements, while enabling better performance measurement and results, especially for grants.

· Internal efficiency and effectiveness (IEE):  Improve the performance and reduce costs of Federal government administration by using e-business best practices in areas such as supply chain management, financial management, and knowledge management.
	· The Project Manager, in collaboration with the project stakeholders, is responsible for identifying the performance measures and performing the performance measurements.  As a result, performance measures for each initiative are specified in each respective action plan.

	
	
	
	· Federal Health Architecture
	· The implementation of a national patient record standard.
· Real-time availability of access to adverse drug events.
· Continuous monitoring and reporting of laboratory tests for infectious diseases, contaminated foods, and inspections.
· Continuously updated inventorying and demographic availability of vaccines, critical drugs and blood.
· Real-time availability of integrated food registration and nationwide USDA inspection tracking.

· Real-time access by research universities, hospitals, health care providers, laboratories, and the public to gene therapy information.

· Increased availability of special populations data to improve minority health care.
	· To be determined pending formal adoption as an enterprise initiative.

	4.2

Provide national leadership for Consolidated Health Informatics to promote the adoption of data, process, and vocabulary standards.
	Progress towards the development and adoption of standards.
	· Number of CHI standards deployed.

· Number increase in projects involving external stakeholders using CHI portfolio platforms.

· Number of MOU, SLAs entered into with external stakeholders in the implementation of CHI standards.

· Percentage of projects with external partners using common data, process, and vocabulary standards.
	· E-Government
	· Service to individuals (Government to Citizen, G2C):  Deploy easy to find one-stop shops for citizens, including single points of easy entry to access high quality government services.

· Service to businesses (Government to Business, G2B):  Reduce burden on businesses by using Internet protocols and consolidating the myriad of redundant reporting requirements.  

· Intergovernmental affairs (Government to Government, G2G):  Make it easier for states to meet reporting requirements, while enabling better performance measurement and results, especially for grants.

· Internal efficiency and effectiveness (IEE):  Improve the performance and reduce costs of Federal government administration by using e-business best practices in areas such as supply chain management, financial management, and knowledge management.
	· The Project Manager, in collaboration with the project stakeholders, is responsible for identifying the performance measures and performing the performance measurements.  As a result, performance measures for each initiative are specified in each respective action plan.

	
	
	
	· Consolidated Health Informatics
	· Establish and demonstrate executive-level agreement with the CHI standards adoption initiative at all Federal agencies and departments.  
· Establish standards deployment plans at all Federal agencies and departments.  Plans are based on agency specific requirements and obligations.
	· Number of CHI standards deployed.

· Number of projects involving external stakeholders using CHI portfolio platforms.

· Number of MOU, SLA entered into with external stakeholders in the implementation of CHI standards.

	Goal 5:  Achieve excellence in IT management practices

	5.1
Strengthen HHS enterprise-wide processes for collaborative IT strategic planning, capital planning, and investment control.
	Improved planning for and control of IT investments ensuring alignment with the mission and needs of the Department.
	· Percentage of projects subject to IT CPIC process.

· Number of OPDIVs using standard methodology for investment management.

· Level of integration of strategic planning, budget, and CPIC processes.
	· Enterprise Architecture
	· Enterprise Architecture contributes to the overall improvement of HHS services to citizens.

· Enterprise Architecture facilitates progress towards the ‘One HHS’ Vision.

· Establish the HHS EA Program and Program Team.

· Develop and implement an IT Portfolio Management Methodology integrated with CPIC.
	· Number of mission initiatives included in architecture.

· Percentage population and Use of EAMS.

· Number of standards Identified for Architecture.

· Percentage of proposed initiatives implementing reusable components through architecture analysis.

· Percentage of initiatives identified through the architecture that support the ‘One HHS’ Vision.

· Percentage of mission initiatives represented in EAMS.

· Percentage of OPDIVs populating EAMS with Architecture Data.

· Percentage of initiatives which request architecture review and approval prior to requesting funding.

· Percentage of initiatives (which have requested architecture review) receiving an architecture decision prior to entry into CPIC process.

	
	
	
	· E-Government
	· Service to individuals (Government to Citizen, G2C):  Deploy easy to find one-stop shops for citizens, including single points of easy entry to access high quality government services.

· Service to businesses (Government to Business, G2B):  Reduce burden on businesses by using Internet protocols and consolidating the myriad of redundant reporting requirements.  

· Intergovernmental affairs (Government to Government, G2G):  Make it easier for states to meet reporting requirements, while enabling better performance measurement and results, especially for grants.

· Internal efficiency and effectiveness (IEE):  Improve the performance and reduce costs of Federal government administration by using e-business best practices in areas such as supply chain management, financial management, and knowledge management.
	· The Project Manager, in collaboration with the project stakeholders, is responsible for identifying the performance measures and performing the performance measurements.  As a result, performance measures for each initiative are specified in each respective action plan.

	
	
	
	· Strategic Planning
	· Develop, establish, and utilize a framework and methodology for conducting IT strategic planning that actively engages technical and program support representatives from across the operating divisions.

· Ensure the integration of IT strategic planning with IT capital planning, and budgeting.

· Implement a repeatable strategic planning process.

· Define performance metrics to continuously evaluate, assess, and improve IT strategic planning.

· Measure performance through the development and utilization of a systematic reporting process.
	· Percentage of OMB deadlines met.

· Percentage of initiatives assessed quarterly.

· Percentage of OPDIVs and program teams participating in the process.

· Level of integration with budget process.

· Level of integration with capital planning process.

	
	
	
	· Capital Planning and Investment Control
	· Promote organizational awareness of IT Capital Planning activities and processes.

· Develop and implement the Department’s IT Capital Planning Process.

· Ensure the integration of IT capital planning with strategic planning, enterprise architecture, budgeting, and procurement.

· Develop and implement an IT Portfolio Management Methodology.
	· Percentage of Senior Managers, Project Managers, and pertinent staff have completed training in the HHS CPIC Process.

· Percentage of project managers and staff trained in business case development and Earned Value Management.

· Number of OPDIVs that have documented CPIC processes that are in concert with HHS.

· Attain Level III of GAO’s ITIM Process Maturity Framework by FY 2007.

· Percentage of revised enterprise-wide initiatives undergoing the refined IT CPIC Select Phase.

· Percentage of revised enterprise-wide initiatives undergoing the refined IT CPIC Control Review Process.

· Number of Enterprise-wide Post Implementation Reviews conducted.

· Percentage of initiatives reviewed by the OPDIVS and report outcomes of each review to OS.

· Percent of identified users trained in the portfolio management tool that is being used by HHS.

	5.2

Apply strong project management and performance measurement processes to critical IT projects to achieve project success.
	Timely completion of IT projects with optimal utilization of resources.
	· Percentage of projects adhering to established project management standards.

· Percentage of projects completed within original time and resource limitations.

· Percentage of project managers trained or with certification.

· Percentage of IT projects assessed quarterly.
	· Enterprise Architecture
	· Enterprise Architecture contributes to the overall improvement of HHS services to citizens.

· Enterprise Architecture facilitates progress towards the ‘One HHS’ Vision.

· Establish the HHS EA Program and Program Team.

· Develop and implement an IT Portfolio Management Methodology integrated with CPIC.
	· Number of mission initiatives included in architecture.

· Percentage population and Use of EAMS.

· Number of standards Identified for Architecture.

· Percentage of proposed initiatives implementing reusable components through architecture analysis.

· Percentage of initiatives identified through the architecture that support the ‘One HHS’ Vision.

· Percentage of mission initiatives represented in EAMS.

· Percentage of OPDIVs populating EAMS with Architecture Data.

· Percentage of initiatives which request architecture review and approval prior to requesting funding.

· Percentage of initiatives (which have requested architecture review) receiving an architecture decision prior to entry into CPIC process.

	
	
	
	· E-Government
	· Service to individuals (Government to Citizen, G2C):  Deploy easy to find one-stop shops for citizens, including single points of easy entry to access high quality government services.

· Service to businesses (Government to Business, G2B):  Reduce burden on businesses by using Internet protocols and consolidating the myriad of redundant reporting requirements.  

· Intergovernmental affairs (Government to Government, G2G):  Make it easier for states to meet reporting requirements, while enabling better performance measurement and results, especially for grants.

· Internal efficiency and effectiveness (IEE):  Improve the performance and reduce costs of Federal government administration by using e-business best practices in areas such as supply chain management, financial management, and knowledge management.
	· The Project Manager, in collaboration with the project stakeholders, is responsible for identifying the performance measures and performing the performance measurements.  As a result, performance measures for each initiative are specified in each respective action plan.

	
	
	
	· Strategic Planning
	· Develop, establish, and utilize a framework and methodology for conducting IT strategic planning that actively engages technical and program support representatives from across the operating divisions.

· Ensure the integration of IT strategic planning with IT capital planning, and budgeting.

· Implement a repeatable strategic planning process.

· Define performance metrics to continuously evaluate, assess, and improve IT strategic planning.

· Measure performance through the development and utilization of a systematic reporting process.
	· Percentage of OMB deadlines met.

· Percentage of initiatives assessed quarterly.

· Percentage of OPDIVs and program teams participating in the process.

· Level of integration with budget process.

· Level of integration with capital planning process.

	
	
	
	· Capital Planning and Investment Control
	· Promote organizational awareness of IT Capital Planning activities and processes.

· Develop and implement the Department’s IT Capital Planning Process.

· Ensure the integration of IT capital planning with strategic planning, enterprise architecture, budgeting, and procurement.

· Develop and implement an IT Portfolio Management Methodology.
	· Percentage of Senior Managers, Project Managers, and pertinent staff have completed training in the HHS CPIC Process.

· Percentage of project managers and staff trained in business case development and Earned Value Management.

· Number of OPDIVs that have documented CPIC processes that are in concert with HHS.

· Attain Level III of GAO’s ITIM Process Maturity Framework by FY 2007.

· Percentage of revised enterprise-wide initiatives undergoing the refined IT CPIC Select Phase.

· Percentage of revised enterprise-wide initiatives undergoing the refined IT CPIC Control Review Process.

· Number of Enterprise-wide Post Implementation Reviews conducted.

· Percentage of initiatives reviewed by the OPDIVS and report outcomes of each review to OS.

· Percent of identified users trained in the portfolio management tool that is being used by HHS.

	
	
	
	· Project Management
	· Improve management of HHS IT projects.

· Ensure standardized project management skills across the Department.

· Develop the processes and identify the tools necessary to improve project management.
	· Percentage OMB scores improve in FY03 on the Department’s 300 Exhibit submissions.

· Ratio of certified to non-certified project managers.

· Percentage of project management requirements met by each project.

· Percentage of project managers trained.

· Actual measurement of performance through earned value on all major projects.

· Percentage of projects whose costs meet funding requests.

· Percentage of projects whose costs exceed funding requests.

	5.3

Develop an IT human capital plan to guide the recruitment, retention, and skill development of staff.
	Prepared and skilled IT workforce to respond to the changing needs of the Department.
	· Number of staff receiving training by skill area.

· Percentage of IT budget devoted to training/staff development compared to industry averages.

· Percentage of IT employees with certification.
	· Workforce Assessment
	· Identify HHS’ existing IT workforce capabilities in terms of workload and competencies.

· Determine future IT workforce requirements.

· Identify gaps between workforce capabilities and workforce requirements.

· Develop targeted solutions that address identified gaps.

· Guide strategic human capital management decisions.
	· Percentage of IT Workforce Assessments completed and number of solutions identified.

· Number of solutions implemented; quantitative and qualitative results of implemented actions.

	5.4

Establish and maintain IT policies and SOPs to ensure compliance with evolving Federal legislation and OMB regulations.
	Responsiveness to and fulfillment of legislative and regulatory requirements.
	· Percentage of legislative and regulatory requirements met.

· Percentage of OPDIVs satisfied with timely issuance of policy and guidance.
	· Departmental IT Security Program
	· Improve the overall HHS information security posture.

· Improve consistency and accuracy in Departmental FISMA (previously GISRA) reporting.

· Establish better cooperation and partnership with the OPDIVs.

· Standardize metrics to measure improvement throughout the Department.

· Modernize security policy and implementation guidelines.

· Accurately identify security funding requirements.

· Improve utilization of Government resources.
	· HHS Information Security Program adequately addresses all major areas of information security as established by NIST guidelines and standards.

· Significantly streamline the current process.

· Conduct FISMA compliance oversight reviews and self-assessments.

· Develop and promulgate comprehensive body of policies and procedures governing major areas of IT security.  Compliance with mandatory NIST standards and all applicable federal requirements.

· HHS Information Security policies and procedures are consistent with and keep pace with changing technologies, threat environments, and new legislative and federal requirements.

· Significantly improve information security activity coordination between all the OPDIV and the Department.

	
	
	
	· Enterprise IT Security
	· Improve the reliability and availability of critical IT services.

· Protect the integrity, confidentiality and availability of critical and sensitive information and HHS assets.

· Enhance computer security awareness department-wide.

· Implement a cohesive enterprise-wide approach to corrective action plans and processes in response to Federal auditing requirements.
	· Percentage continuous reliability and number of hours of unscheduled outage a year.

· Number of losses, unauthorized alterations or unauthorized access to critical or sensitive HHS systems, data or information.

· Percentage compliance HHS-wide.

· Percentage decrease of audit findings and open issues HHS-wide.

	
	
	
	· Enterprise Architecture
	· Enterprise Architecture contributes to the overall improvement of HHS services to citizens.

· Enterprise Architecture facilitates progress towards the ‘One HHS’ Vision.

· Establish the HHS EA Program and Program Team.

· Develop and implement an IT Portfolio Management Methodology integrated with CPIC.
	· Number of mission initiatives included in architecture.

· Percentage population and Use of EAMS.

· Number of standards Identified for Architecture.

· Percentage of proposed initiatives implementing reusable components through architecture analysis.

· Percentage of initiatives identified through the architecture that support the ‘One HHS’ Vision.

· Percentage of mission initiatives represented in EAMS.

· Percentage of OPDIVs populating EAMS with Architecture Data.

· Percentage of initiatives which request architecture review and approval prior to requesting funding.

· Percentage of initiatives (which have requested architecture review) receiving an architecture decision prior to entry into CPIC process.

	
	
	
	· Capital Planning and Investment Control
	· Promote organizational awareness of IT Capital Planning activities and processes.

· Develop and implement the Department’s IT Capital Planning Process.

· Ensure the integration of IT capital planning with strategic planning, enterprise architecture, budgeting, and procurement.

· Develop and implement an IT Portfolio Management Methodology.
	· Percentage of Senior Managers, Project Managers, and pertinent staff have completed training in the HHS CPIC Process.

· Percentage of project managers and staff trained in business case development and Earned Value Management.

· Number of OPDIVs that have documented CPIC processes that are in concert with HHS.

· Attain Level III of GAO’s ITIM Process Maturity Framework by FY 2007.

· Percentage of revised enterprise-wide initiatives undergoing the refined IT CPIC Select Phase.

· Percentage of revised enterprise-wide initiatives undergoing the refined IT CPIC Control Review Process.

· Number of Enterprise-wide Post Implementation Reviews conducted.

· Percentage of initiatives reviewed by the OPDIVS and report outcomes of each review to OS.

· Percent of identified users trained in the portfolio management tool that is being used by HHS.
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