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Description

Electronic Government (e-Gov) is one of the five key elements in the President’s Management Agenda and Performance Plan.  The President’s Budget outlined how HHS will focus our e-Gov initiatives on reforming the government so that it is citizen-centered.  This will be done by establishing a framework and setting strategic direction with which to begin implementing the President’s initiative at HHS.  HHS is committed to supporting the President's Management Agenda e-Gov efforts.  HHS will use information technology to support the PMA and to enhance a One HHS citizen-centric Department.
Initiative Goals

In concert with the expansion of electronic government within One HHS, the e-Gov program will coordinate, and make visible, current and future efforts between the HHS OPDIVs and other Federal, state, and local governments involving the following categories of electronic informational exchanges.  The HHS e-Gov initiative will focus on the following goals:

	Goal 1  (
	Service to individuals (Government to Citizen, G2C):  Deploy easy to find one-stop shops for citizens, including single points of easy entry to access high quality government services.

	Goal 2  (
	Service to businesses (Government to Business, G2B):  Reduce burden on businesses by using Internet protocols and consolidating the myriad of redundant reporting requirements.  

	Goal 3  (
	Intergovernmental affairs (Government to Government, G2G):  Make it easier for states to meet reporting requirements, while enabling better performance measurement and results, especially for grants.

	Goal 4  (
	Internal efficiency and effectiveness (IEE):  Improve the performance and reduce costs of Federal government administration by using e-business best practices in areas such as supply chain management, financial management, and knowledge management.


Scope 

The Department is responsible for more than 300 programs, covering a wide spectrum of activities.  Our major business foci are health/medical and social science research and services, and assuring food and drug safety.  Additionally, HHS is the largest grant-making agency in the Federal government, providing some 60,000 grants per year.

HHS constituents include Federal, state, and tribal governments; scientific and business communities; our wide-array of citizens; and our Departmental employees.  Traditionally, Federal, state, and local governments independently develop online programs to serve citizens and businesses.  However, citizens and businesses do not differentiate between levels of government when seeking out government services online creating a performance gap in the eyes of our citizens.  Keeping our employees informed about our business is to improve our state of preparedness to better serve.  It is from this mission that the HHS visions for both IT and a customer oriented e-Gov solution comes.  These work hand-in-hand to fulfill the HHS mission.

Justification

HHS’ strategy for ensuring that IT enables the HHS mission is an important component of the Department's overall modernization effort.  The Department recognizes the importance of leveraging new technologies to create a modern IT delivery system that is architecture based.

In the HHS Enterprise IT Strategic Plan, the Department prioritized specific foundational technical efforts that will allow HHS to integrate previously disparate data sources and systems, to establish communication across the Department and not just within its component OPDIVs to successfully implement e-Gov initiatives, and to use internet technologies to facilitate timely and accurate exchange of content.  These integrated efforts ensure better communication across HHS business lines, directly support mission performance goals, and create exchange avenues with other departments, corporate entities, and US citizens.

Concurrent with these high level projects, each HHS OPDIV continues to maintain and develop new technologies to compliment their business re-engineering efforts, to increase productivity, and to improve information delivery to the public.  These projects dovetail with enterprise-wide ones, and are compliant with those standards and models being established for the Department’s enterprise architecture.  
There are several distinct areas of HHS e-Gov activities, including:

· The President’s Management Agenda e-Gov Initiatives (24 plus e-Authentication, approximately 18 of which apply to HHS).  OMB had organized and lead an interagency task force to define high payoff electronic government opportunities (referred to as Quicksilver) and set in motion a transformation of government around customer needs.  HHS participated in the task force and continues its involvement in the proposed opportunities to varying degrees.  HHS is the managing partner in two PMA e-Gov Initiatives (e-Grants and Consolidated Health Informatics), a partner in seven other initiatives, and a participant in the remaining initiatives that could impact HHS.  
· HHS Enterprise-wide Initiatives.  Under the direction of the Secretary, HHS is proceeding with the Enterprise IT Architecture project; common administrative systems projects (Unified Financial Management System (UFMS) and the Enterprise Human Resources and Payroll system); the new hhs.gov web site, constructed under the Web Portal Project; and the Distributed Learning Network (DL\net).  In addition, as a step in fulfilling the One HHS goal, the security initiative will implement perimeter protection for all Department-wide layers of access protection.  
· HHS Multiple-OPDIV Initiatives.  This includes e-Gov projects with applicability to more than one HHS OPDIV.  IHS has worked with the CMS in the Electronic Insurance Validation and Verification project to enable proper IHS billing of patient visits and CMS assignment of beneficiary race codes.  
· HHS OPDIV-level Initiatives.  This includes e-Gov projects unique to the mission of an HHS OPDIV.  The National Electronic Disease Surveillance Systems (NEDSS) and the electronic communications systems that support it are being developed to address CDC’s identified priority to create integrated public health information and surveillance systems.  The CMS Medicare, National Education Program Public Website is aimed at educating beneficiaries to make informed decisions about their health care.  
Alignment with HHS, E-Gov, IT, and PMA Strategies 

The E-Government Program initiative aligns with the following HHS, E-Gov, IT, and PMA strategies.

	HHS Goals Mapped to the President’s Management Agenda (PMA)

	HHS Strategic Goals 
	HHS E-Gov Goals
	HHS IT Goals
	PMA E-Gov Category

	S1.  Reduce the major threats to the health and well being of Americans.
	E2.  Improved Access to Information and Services.

E3.  Promote and Facilitate Medical Research.
	IT2.  Enhance the quality, availability, and delivery of HHS information and services to citizens, employees, businesses, and governments.

IT3.  Implement an enterprise approach to IT infrastructure and common administrative systems that will foster innovation and collaboration.
	G2C, G2B

	S2.  Enhance the ability of the nation’s health care system to effectively respond to bioterrorism and other public health challenges.
	E2.  Improved Access to Information and Services.

E3.  Promote and Facilitate Medical Research.
	IT2.  Enhance the quality, availability, and delivery of HHS information and services to citizens, employees, businesses, and governments. 

IT3.  Implement an enterprise approach to IT infrastructure and common administrative systems that will foster innovation and collaboration.

IT4.  Enable and improve the integration of health and human services information.
	G2C, G2G

	S3.Increase the percentage of the nation’s children and adults who have access to health care services, and expand consumer choices.
	E2.  Improved Access to Information and Services.
	IT2.  Enhance the quality, availability, and delivery of HHS information and services to citizens, employees, businesses, and governments.
	G2C

	S4.  Enhance the capacity and productivity of the nation’s health science research enterprise.
	E3.  Promote and Facilitate Medical Research.
	IT3.  Implement an enterprise approach to IT infrastructure and common administrative systems that will foster innovation and collaboration.
	G2B

	S5.  Improve the quality of health care services.
	E2.  Improved Access to Information and Services.

E3.  Promote and Facilitate Medical Research.
	IT2.  Enhance the quality, availability, and delivery of HHS information and services to citizens, employees, businesses, and governments.

IT3.  Implement an enterprise approach to IT infrastructure and common administrative systems that will foster innovation and collaboration.
	G2C

	S6.  Improve the economic and social well being of individuals, families, and communities, especially those most in need.
	E2.  Improved Access to Information and Services.
	IT2.  Enhance the quality, availability, and delivery of HHS information and services to citizens, employees, businesses, and governments.
	G2C, G2G

	S7.  Improve the stability and healthy development of our nation’s children and youth.
	E2.  Improved Access to Information and Services.

E3.  Promote and Facilitate Medical Research.
	IT2.  Enhance the quality, availability, and delivery of HHS information and services to citizens, employees, businesses, and governments.

IT3.  Implement an enterprise approach to IT infrastructure and common administrative systems that will foster innovation and collaboration.
	G2C, G2G

	S8.  Achieve excellence in management practices.
	E1.  Corporate Management.
	IT1.  Provide a secure and trusted IT environment.

IT5.  Achieve excellence in IT management practices.
	G2G, IEE


Alignment with Enterprise Architecture Efforts

Under the direction of the Secretary, HHS is proceeding with the Enterprise IT Architecture project; common administrative systems projects (Unified Financial Management System (UFMS) and the Enterprise Human Resources and Payroll system); the new hhs.gov web site, constructed under the Web Portal Project; and the Distributed Learning Network (DL\net).  In addition, as a step in fulfilling the One HHS goal, the security initiative will implement perimeter protection for all Department-wide layers of access protection.

Alignment with Security Efforts

IT security and critical IT infrastructure protection are essential to carrying out the HHS mission, providing stewardship of our information resources, and preserving trust and credibility.  The HHS IT security vision is to provide continuously reliable and secure IT services and systems that support our HHS mission.  The IT security plan focuses on projects that maximize our resources and achieve the greatest protection of critical IT infrastructure.
Management of the Initiative

The Department has established an e-Gov Team comprised of HHS CIO staff, OPDIV representatives, and initiative subject matter experts.  The HHS CIO staff (Core Team) reside in the Office of the Secretary, Office of the HHS CIO.  For each HHS OPDIV, a general e-Gov representative has been identified to serve as a primary point of contact.  Lastly, HHS has identified individuals from our OPDIVs (usually subject matter experts) to serve as Department representatives to each of the President’s Management Agenda e-Gov initiatives that impact HHS.  The Core Team members participate in many of these PMA e-Gov initiatives.  In total, this HHS e-Gov Team operates as a virtual unit.  
Milestones

Since the e-Gov Program at HHS is an on-going effort, there are no specific Program milestones.  HHS, however, actively participates in the achievement of the milestones integral to the individual e-Gov projects it supports.

Deliverables include the following:

· HHS OPDIVs submit quarterly inventories of planned and actual e-Gov activities to the HHS CIO in conjunction with other statutory reporting requirements (e.g., GPEA, PRA).

· In an effort to eliminate duplicative grants management systems, HHS will conduct an inventory of the numbers and types of these systems and an analysis of their functional requirements.

· The HHS CIO prepares and provides to our OPDIVs monthly e-Gov project status reports.

· Periodic reports as agreed to as part of the HHS IT Strategic Plan.

Reporting Requirements

The HHS E-Gov Project is required to submit the following reports:

	Reporting Requirement
	Frequency

	HHS CIO
	Quarterly

	HHS e-Gov Program Manager
	As necessary

	HHS Core Team
	As necessary


Performance Goals and Measures

In electronic government, performance measures should define progress and success, giving the public reasonable assurance that the system is accountable to its customers.  The measures should be developed with stakeholders’ input, and should be clearly documented and well promoted.  Without finite measurements and stakeholder input and consensus of what those measurements will be, government risks having the project assessed by arbitrary measurement standards.  Performance criteria could include: customer satisfaction, adoption rates, transaction cycle time, error rate reduction and improved accuracy.  The Project Manager, in collaboration with the project stakeholders, is responsible for identifying the performance measures and performing the performance measurements.  Some high level measures already exist.  These will be expanded as the Program matures.

Risk Mitigation
In order to improve upon how we do business to better serve our constituents under One HHS, the Department will promote efficient use of resources, both information technology and human, in order to reduce redundancies and streamline better defined processes.  We will strengthen our linkage of the IT investments with the capital planning process, the enterprise architecture and security policies.  HHS has made, and will continue to make, Departmental management and investment improvements via its HHS CIO Council.  HHS has also entered a partnership with its HHS Data Council, which is tasked to coordinate all HHS health and non-health data collection and analysis activities, including an integrated data collection strategy, coordination of health data standards and health information and privacy policy activities.
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